
















































things change all the time, both within your organization and in the larger context within 
which you're working.



* Harm reduction accepts that there will always be some risk, in part because of those 
limitations.
* There's no "all in one" or "one size fits all" solution for keeping yourself safe. It's about 
your your specific situation and what is acceptable risk for you.



“CIA triad”
Confidentiality: control who sees what
Integrity: make sure no one changes the data (voting fraud, defacing your website and 
putting up malicious or compromising stuff)
Availability: data is accessible to the right people at all times
























